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CHAPTER 1

What Is Polycloud?

Cloud computing is central to most modern organizations’ infra‐
structure operations, and cloud native applications are becoming
more the norm for new application development. Additionally, as
competition between cloud providers heats up and legitimate com‐
petitors to Amazon Web Services (AWS) begin to take hold, applica‐
tions that span more than one cloud provider are becoming more
typical.

The term multicloud, used to describe these cloud-spanning applica‐
tions, has been in our vocabulary for many years. But the term has
never been well-defined. It describes using more than one cloud
provider, but it does not specify how those cloud providers are used.
Over the years, many different models of multicloud have come into
modern usage, and each of them has different sets of advantages and
disadvantages. Yet the terminology used to describe each of these
has not yet been defined in a standardized manner.

Enter polycloud. Polycloud is one particular model for using multi‐
cloud that has gained significant traction in recent years, especially
as cloud providers have added higher-order capabilities above basic
cloud infrastructure services such as storage, compute, and net‐
working. These higher-order capabilities have encouraged cloud
specialization and differentiation. Many applications aim to ignore
those differentiations, but polycloud is an architectural model that
encourages cloud specialization and differentiation.
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In this report, we will define what polycloud is and how it compares
to other types of multiple cloud deployments. Additionally, we will
show how your application can evolve into a polycloud architecture,
and we will examine some common examples of polycloud.

Types of Cloud Deployments
There are many types of multicloud deployments that all serve dif‐
ferent purposes for the organizations that use them. Some were
designed for strategic purposes, and others emerged from organic
growth and individual business choices. Let’s take a closer look at
how these multicloud deployments work in practice.

Hybrid Cloud: Moving Off Premises
A typical first approach to a cloud strategy is for a company to move
part of its application to the cloud, creating a hybrid cloud deploy‐
ment. In a hybrid cloud, components of the application are on
premises and components of the application run in a cloud provider
using cloud services. Applications using this model typically will
employ basic cloud services such as object storage, database, and
other application building blocks. An example hybrid cloud deploy‐
ment is shown in Figure 1-1.

Figure 1-1. Hybrid cloud deployment

Cloud Native: Fully Off Premises
To avoid requiring on-premises components, many applications are
moved to a full cloud deployment. They may either be migrated
from on premises to a full cloud deployment model, as shown in
Figure 1-2, or be developed in a cloud native environment. Either
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way, the entire application runs in a full cloud or cloud native
environment.

Figure 1-2. Full cloud and cloud native deployments

Multicloud: Leveraging Capabilities
As cloud providers expand their offerings, applications become
more complex and companies become more cloud savvy. This leads
many companies to adopt a simple multicloud architecture for their
applications, such as the one shown in Figure 1-3.

Figure 1-3. Simple multicloud deployment
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In this model, either the entire application is duplicated across mul‐
tiple providers or parts of the application are on one cloud provider
and parts are on another cloud provider. In either case, typically no
specialization exists. The application does not usually take advan‐
tage of feature optimizations provided by individual cloud provid‐
ers. In fact, use of specialized cloud provider services may be
discouraged or even disallowed for applications. Instead, only basic,
standard cloud capabilities tend to be used.

Polycloud: Cloud Specialization
Cloud providers are creating more sophisticated services and are
starting to differentiate these capabilities among themselves. These
differentiations can take a variety of forms:

• The types of infrastructure provided, such as Microsoft Win‐
dows Servers versus Linux servers

• The types of services offered, such as specialized machine learn‐
ing and artificial intelligence services

• The topics of analytics provided or auxiliary tools and services
provided over and above the base capabilities

Large, complex applications take advantage of many of these special‐
ized services and often will use different services from different
cloud providers, based on the specific specialized services available.
As such, an application may make use of multiple cloud providers to
provide different service capabilities.

This is called polycloud and is illustrated in Figure 1-4. In this dia‐
gram, we see AWS providing basic cloud services for the application.
We see Microsoft Azure providing Microsoft Windows–based
servers for a portion of the application. And we see Google Cloud
Platform (GCP) providing AI capabilities for the application. Each
cloud provider is giving unique capabilities to the application.
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Figure 1-4. Polycloud deployment

While multicloud is about using multiple cloud providers in a
cloud-agnostic manner, polycloud is about using specialized capa‐
bilities of multiple cloud providers.

Multicloud stresses the generic nature of cloud capabilities. Poly‐
cloud stresses the specialization of cloud providers. Multicloud tries
to downplay the differences between the providers, while polycloud
uses the differences to the benefit of the application.

Now that we have a clearer understanding of what various multi‐
cloud deployments look like, let’s take a closer look at polycloud in
particular and the various paths your organization can take to find
itself working in this type of architecture.
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CHAPTER 2

Paths to Polycloud

How do you get to the point where your application is operating in a
polycloud environment? Some arrive at a polycloud architecture
quite accidentally. As their applications, organizations, and cloud
dependence grow, they find they are, before they even know it, oper‐
ating in a polycloud environment. They experience all the advan‐
tages and disadvantages that polyclouds offer without actively
making a decision to arrive there.

Other organizations take very deliberate and planned steps to build
out a polycloud architecture. They do it because of the advantages
that such an architecture brings, and they believe these advantages
outweigh the potential disadvantages.

Let’s look closer at the different routes that companies take in their
journey toward polycloud architectures.

Managing Risk
Risk management is a popular, albeit often accidental route to
polycloud.

Take a look at Figure 2-1. Here you see a typical cloud architecture
that has been optimized for risk management. Multiple cloud pro‐
viders are used to provide parallel services, with the hope that if a
single cloud provider has an operational issue, the other cloud pro‐
viders will not and traffic can be routed to those other providers.
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Figure 2-1. Multicloud for risk management

This is not a polycloud architecture, though. Instead, the creator of
this architecture, as we learned previously, created a generic multi‐
cloud architecture. However, once multiple cloud providers are in
use, it’s very easy to start making use of specialized services from
particular providers while still working toward a risk-tolerant
approach to multicloud. This tendency toward specialized services
leads to a polycloud approach to application architecture, even in
the guise of a planning for a more simple multicloud architecture to
reduce risk.

To illustrate, take for example Figure 2-2. Here you see a single
application that is deployed uniformly across multiple providers in
order to provide higher tolerance toward risk from provider-
availability issues. However, in this example, each provider is using a
unique set of cloud capabilities that is differentiated for that particu‐
lar provider. The services running on AWS make use of Amazon
SageMaker, while those on GCP use the Google AI platform. While
the two services provide similar capabilities, their implementation,
specific capabilities, and actions are radically different. They are, in
all respects, unique offerings.
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Figure 2-2. Multicloud risk management over time changes to
polycloud

This differs from the classic multicloud approach in Figure 2-1,
where a uniform product architecture is used across all providers.
By using differentiated capabilities in each provider, you are creating
a polycloud application even though your motivation is uniform
diversity for risk management.

Another classic example where polycloud results from a risk man‐
agement plan is in archival and backup storage. This is illustrated in
Figure 2-3. This is a common situation, as different cloud providers
are often used to store backups and duplicate copies of critical data
in order to preserve against failure in the main cloud provider.
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1 This is a hypothetical example, not an indication of which cloud provider is actually
cheaper or better.

Figure 2-3. Polycloud backup management

This model allows backups to be kept independently and gives some
ability to recover from the failures of a single cloud provider. This is
a true polycloud model, because one cloud provider is being used
for a specific capability—archival storage—while another cloud pro‐
vider is being used for active application services.

Managing Costs
Managing costs is a common model used by organizations that leads
to a polycloud application.

Many organizations, especially organizations with large operational
budgets, will give higher weight during architectural decision-
making to criteria based on cloud costs.

An example of this higher weighting is to determine that the cost of
object storage may be cheaper in one cloud provider, like AWS,
while the cost of server instances may be cheaper in another pro‐
vider, like GCP.1 As such, an application may become polycloud
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simply to optimize cloud costs for a given application. This is illus‐
trated in Figure 2-4.

Figure 2-4. Cost-optimized polycloud

Care must be taken in this sort of operational plan, since data trans‐
fer costs between cloud providers may negate any specific service
cost advantages. As such, you are more likely to see this model used
with less active data, such as for archives and backups, where data
transfer and interprovider communications may be more limited.

Selecting Features
Some cloud providers have specialties and provide better capabili‐
ties in some of their cloud services than other providers. This results
in certain types of services being better in different cloud providers.
For example:

• Amazon S3 is a solid object storage system that allows quick
access and inexpensive deep storage all within the same infra‐
structure. If your application has large data requirements with
varying accessibility needs, AWS is a cloud provider to consider.

• GCP provides solid management of running containers in a
Kubernetes cluster. While other providers offer Kubernetes
cluster management, Google has more Kubernetes knowledge
and experience, and its offering is more mature than most other

Selecting Features | 11



providers’. If your application depends heavily on containers
and container orchestration, Google’s expertise is quite valuable.

• Microsoft Azure offers the most experience hosting Microsoft-
based servers, resulting in the most capable and reliable hosting
for Microsoft-based applications. An application or service that
requires Microsoft capabilities is a good choice to operate on
the Azure cloud.

• GCP has historically had very solid AI and machine learning
(ML) capabilities, much more so than other cloud providers.
However, lately, AWS has also been focusing in this area, and its
AI/ML capabilities have expanded significantly in recent years,
making AWS a good choice for services highly dependent on
AI/ML capabilities.

• AWS Lambda is one of the best serverless computation plat‐
forms available today, allowing you to build specialized func‐
tions without having to be concerned about the server
deployment and scaling requirements as much as you do with a
server-based architecture. GCP provides similar capabilities, but
AWS’s offering is more mature.

• Microsoft Azure has invested heavily in Internet of Things (IoT)
capabilities for its cloud offering. While AWS has recently
started to expand its IoT capabilities, Azure’s focus on IoT is
notable and provides more complete capabilities.

These are just some examples that depend on a number of variables.
Specific applications will have specific requirements that will
encourage the use of specific capabilities by specific providers. As
such, it’s easy to see how a large, complex application with multiple
moving parts might make use of capabilities that are the specialties
of different cloud providers, and hence might be suitable for a
polycloud-hosted architecture.

Maintaining Development Team
Independence
In a large organization, individual development teams sometimes
have a level of independence that allows them to make some deci‐
sions about where and how their services are to operate.
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Sometimes a development team will have specific guidance and con‐
straints about how it operates its services in its own operations cen‐
ter but may have some flexibility for experimentation outside the
systemic structures. This flexibility can lead to testing, experiment‐
ing with, and ultimately using specific cloud services in production
that are unique and provided by specific cloud providers. When
individual development teams are making independent decisions,
not surprisingly, those decisions are often different.

Frequently, the net result is the organization ends up using a patch‐
work of services offered by different cloud providers for distinct
parts of larger applications. This leads to individual applications
relying on multiple cloud providers. More specifically, these applica‐
tions have parts that depend on certain capabilities as provided by
different cloud providers. These different services, or components of
the application, are using different cloud providers, as shown in
Figure 2-5.

Figure 2-5. Independent development teams making independent
decisions

This process, which leads to a polycloud architecture, isn’t inten‐
tional but is the result of independent development teams operating
independently. It is a side effect of the operational choice to allow
teams to make their own decisions.
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Allowing individual teams to make operational choices has many
advantages, such as an improved sense of team ownership. This type
of polycloud end result may appear suboptimal from a global stand‐
point—your application is using similar services from separate and
distinct providers—but in fact may provide optimizations at the
organizational and team level that far outweigh any perceived
disadvantages.

Evolution Over Time
Rather than independent decisions being made by independent
development teams, polycloud can result when independent deci‐
sions are made over time, over the life span of an application.

As an application grows and develops over time, and new and upda‐
ted features and functionality are added to the application, the
design and implementation of those pieces of new functionality are
often architected and developed in a vacuum, independent of other
decisions made at other times during the lifetime of the application.

Simply put, decisions usually occur like this:

At this point in time, implementing this specific feature that is
currently considered important…
…is best served by using this capability…
…offered by this specific cloud provider.

As time goes on, many such decisions like this are made, each deci‐
sion independent from the others. This process often leads to an
application with many individualized dependencies on different
services, different capabilities, and, ultimately, different cloud
providers.

In Figure 2-6, Service A may have been built at one time, Service G
may have been built at another time, and Service F at a completely
different point in time. At each point in time, different criteria led to
different decisions and, ultimately, the use of different cloud
providers.
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Figure 2-6. Independent deployment decisions made at different times
(Service A through Service G)

This process, which leads to a polycloud architecture, was the result
of independent decisions based on the criteria that happened to be
important at that time. Each independent decision was a good deci‐
sion at the time, but the result is a patchwork of independent service
dependencies in multiple cloud providers.

Now that we’ve provided some definition and understanding of how
your organization may find itself using a polycloud architecture,
we’ll dive deeper and look at some specific use cases.
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CHAPTER 3

Examples of Service-Differentiated
Polycloud Architectures

Differentiation based on features and capabilities is an important
part of polycloud architectures whether or not the cloud providers
were specifically selected for those features and requirements.

What are some cloud provider differentiated features that lead to
polycloud architectures? There are many examples that are worth
considering. The examples here use different cloud providers for
different parts of the application because they provide service char‐
acteristics that are better than, or simply different from, other
providers:

Cost of storage
When an application requires significant amounts of storage
capabilities, the cost of that storage can be a major driver in
overall cloud infrastructure costs. This can lead to storage cost
and/or the availability of different classes of storage being
important selection criteria.

Cost of computation
All major cloud providers offer computation, and most of them
provide cost-effective options for computation. However, an
application’s specific computation needs may best be served by
one or more specific cloud providers, and that provider may
offer cost options that are more competitive for your particular
application.
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Service architecture specialization
There are other types of service specializations that are unique
to or at least enhanced in one provider over another provider.
GCP, for example, has the deepest integration of Kubernetes in
its cloud infrastructure. Microsoft Azure has the deepest inte‐
gration of Microsoft Windows–based servers into its cloud
infrastructure. You can use either service with any of the major
cloud providers, yet GCP’s Kubernetes and Microsoft Azure’s
Windows Servers have some unique depth to them. As such, a
specialty in a particular type of technology may be an important
criterion for cloud selection.

Regionalized requirements
All major cloud providers offer services around the world; how‐
ever, for a specific location or region, a given cloud provider
may offer a deeper set of services or a better location with better
performance or other unique geographic advantages. The loca‐
tion an application is called from may very well impact which
provider your application should run in, and a large global
application deployment may require multiple cloud providers
because of unique geographic requirements around the world.
This is especially true when you consider applications that
require edge locations in many high-traffic locations that pro‐
vide better performance capabilities for specific locations.

Specialized AI/ML services
AI and ML are becoming increasingly critical in large and com‐
plex modern applications. All major cloud providers offer some
form of AI/ML, but the specific capabilities vary dramatically.
Application requirements for specific capabilities and perfor‐
mance, or simply preferences in technology and the approach to
the technology, can be important selection criteria for a modern
application.

In this chapter, we will show examples of each of these types of
differentiation.
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Storage Requirements: Photograph
Management Application
Service architectures make use of polycloud by dividing an applica‐
tion into distinct service needs and having distinct services facilita‐
ted using the capabilities of potentially different cloud providers.

Consider a photo management cloud application. This application
would have some server-side capabilities making use of computa‐
tion within a cloud environment. The actual storage of the photo‐
graphs themselves would be put into a cloud data storage service.
Figure 3-1 shows what this application might look like.

Figure 3-1. Photograph management application using polycloud

There isn’t necessarily a strong need for the storage provider of the
photographs to be the same as the computation provider. Even con‐
sidering data transfer costs, it’s very possible that the cost of storage
itself is a primary driver for this photo management application, and
making a distinct decision on who should provide that storage could
be an important consideration that leads to a polycloud architecture.

In this diagram, you see the application itself is running on backend
servers that are operating in GCP. This application is making use of
Google Cloud Datastore. However, for the photographs themselves,
which need a large amount of fixed space, you may find that Ama‐
zon S3 provides relatively inexpensive high-capacity storage that has
fast access to the internet, making it a perfect solution for hosting
the actual photographs. So, the application uses Amazon S3 for
managing the photographs despite running on GCP.

Storage Requirements: Photograph Management Application | 19



Specialized Services: Microsoft Software
and Applications
There is a simple truth in the world of software developers. Devel‐
opers are divided into two primary camps: those who prefer to
develop and deploy applications on Microsoft technology stacks,
and those who prefer not to use Microsoft technology.

Those in the Microsoft camp often will develop applications that are
deployed and operated on Microsoft Windows Servers. Those in the
non-Microsoft camp tend to prefer developing applications that are
deployed and operated on Linux servers.

Most major cloud providers offer servers that run either software
environment. However, those who deploy to Microsoft Windows
Servers may find that Microsoft Azure provides an experience more
in line with the rest of their Microsoft environment.

As such, it is not uncommon for Microsoft technology versus non-
Microsoft technology to be a major driver in determining which
cloud provider is preferred for a given service.

Some large-scale applications, however, require both Microsoft and
non-Microsoft technology to operate the applications. This is most
likely because some specific and unique capability of the application
requires a Microsoft environment or because consumers of the
application require a Microsoft infrastructure for some use cases.
We can see that illustrated in Figure 3-2.

In this diagram, the majority of the application is running on Linux
servers in AWS. However, parts of the application must be run on
Microsoft Windows Servers, and these servers are running in
Microsoft Azure, creating a polycloud environment.
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Figure 3-2. Application leveraging some Microsoft Windows Servers

Yes, AWS does offer Microsoft Windows Server instances, but there
may be tooling, cost, or other advantages to running the Windows
Server instances in a native Microsoft Azure environment.

While less popular, there are other vendor-specific examples of this
model, including using Apple macOS Servers on the backend. Addi‐
tionally, older, large-scale, monolithic mainframe applications still
exist and operate in cloud and noncloud environments, often
requiring specialized capabilities to connect these large applications
to a more modern application infrastructure.

Cost of Compute: High Performance
Computation
One value of the cloud is that you can use computation that is
focused on very specialized needs, and this computation is available
at your fingertips. Besides general-purpose computation instances,
you can find instances that are optimized for high performance
computation, large memory applications, and I/O performance.
Depending on the specific needs of your application, different types
of computation are available in very diverse portfolios.
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And, as you might expect, different cloud providers have different
computation options with different capabilities optimized. The spe‐
cific requirements you have for a given application may require—or
be best optimized for—computation that is available from more
than one cloud provider.

Imagine, for example, an application that requires general-purpose
“frontend” computers to interact with the end user but requires very
high performance computation instances to perform a backend task.
You can easily imagine a situation where the high performance
instances might be best provided by one vendor (say, for example,
AWS), while the general-purpose computation might be best pro‐
vided by another vendor (say, for example, GCP). This is illustrated
in Figure 3-3.

Figure 3-3. Application leveraging specialized computation from dif‐
ferent providers

In this diagram, general-purpose computation instances are readily
available with the majority of the application running on GCP. Yet
high performance computation instances, such as those offered by
AWS, may be best suited for the backend portion of the application.
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It’s not uncommon for computation to be treated as a simple com‐
modity, and thus price becomes the most important selection crite‐
ria. Yet computation specialization can also create opportunities for
diverse decisions that create a polycloud-architected application.

Regionalization: Edge Data Ingestion
Geography often impacts performance of cloud services. Many
cloud applications make use of edge locations located at specific
geographic locations in order to provide specific performance-
sensitive application capabilities nearer to the end user. These edge
locations make use of cloud locations in cities near where the users
of the application are located. Some cloud providers provide edge
locations that may be in a better geographic location than another
cloud provider to serve a specific group of users, and the preferred
cloud provider can vary from one location to another. This leads to
a polycloud application by distributing parts of the application geo‐
graphically, making use of multiple cloud providers. This is illustra‐
ted in Figure 3-4.

Figure 3-4. Edge locations by polycloud providers

In this diagram, some edge locations are in cities where AWS pro‐
vides good edge capabilities, and some locations are in cities where
GCP and Microsoft Azure provide better edge capabilities. For
example, Azure provides more complete overall coverage to
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European cities, while AWS provides solid coverage in the Asia-
Pacific region, primarily because of how the different cloud provid‐
ers focused on rollouts in various parts of the world. Meanwhile,
Azure’s IoT focus gives it a specific advantage in many locations for
edge deployments.

When including edge computing in the architecture of an applica‐
tion, as shown in Figure 3-4, while the backend application itself
may be monocloud, the application as a whole is polycloud.

AI/ML: Chat Pattern Processing
AI and ML are becoming very important capabilities in most
modern applications. Sometimes, sophisticated AI/ML capabilities
are required to perform complex data analysis. Sometimes, though,
AI/ML is simply needed to look for patterns and trends in simple
chat conversations.

Consider the application in Figure 3-5. This application is designed
to mostly run on GCP services. However, the application has a chat
capability. On the surface, you can imagine this capability would run
just fine using generic GCP services. However, it was determined as
an early application requirement that the chat conversations needed
to be analyzed in order to look for trends, patterns, and even fraud.
This is where AI/ML services can be quite useful.

In this application, the developers decided, by using whatever deci‐
sion criteria were important to them, that Amazon SageMaker was
the ML tool they wanted to use. This decision led to the need to
have the chat data that was to be processed by SageMaker to be loca‐
ted in Amazon S3, which led to the decision that the chat-processing
infrastructure as a whole might work best over on AWS.
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Figure 3-5. AI/ML capabilities offered by specific cloud providers can
lead to polycloud

Note the entire application didn’t have to be moved over to AWS to
support this decision, nor did just the AI/ML processing have to be
moved. Instead, a subset of the application was moved over com‐
pletely to provide best optimization of the cloud services utilized. In
this example, the chat capability—all of it—was moved to operate on
AWS, while the rest of the application was free to operate on GCP.

This is a strong example of a well-thought-out architecture plan that
makes use of polycloud. Decisions were actively made to determine
which cloud provider would be best for which parts of the applica‐
tion, and the application architecture was optimized to make use of
the specific cloud providers. This polycloud architecture is making
effective use of the capabilities of multiple cloud providers.
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CHAPTER 4

When Should You Use Polycloud?

While we talked earlier about different paths to polycloud, and some
of these paths were planned and others were much more accidental
in nature, there is one important question that we should ask: When
should you intentionally implement a polycloud architecture for
your application?

There is, of course, no easy answer to that question. However, there
are a number of questions that you can ask yourself that can help
you make the decision as to whether you should implement a poly‐
cloud architecture in your application or if you should stick to a
monocloud architecture. Answering these questions will make
answering the base question much more straightforward:

Tooling costs
What is involved in maintaining tooling for both the develop‐
ment and operations environments for multiple cloud environ‐
ments? Does adding a second cloud environment dramatically
increase your tooling costs? Have you considered these costs in
your overall architectural decision?

Expertise
Do you have the proper expertise in-house for all the cloud pro‐
viders you are planning on using? If you are adding support for
a new cloud provider, do you need to hire additional expertise?
Do you need to add scope to your existing operations training
processes? What about development expertise?
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Cognitive bandwidth
Supporting a second cloud provider takes additional effort, in
both the development teams and the operations teams. Do you
have the team bandwidth it will take to keep up with the ongo‐
ing challenges and improvements that each cloud provider
requires?

Relationship and trust
Do you have a proper level of trust for the capabilities of the
additional cloud provider? Do you have the appropriate rela‐
tionships with the additional cloud vendors? What about the
additional relationships with incidental and support organiza‐
tions that provide resources to your company and the new
cloud vendors?

Fully loaded costs
When you are making decisions involving the costs of a particu‐
lar service, are you considering the fully loaded costs of those
services? In this context, fully loaded means not just the cost of
the service itself, but the cost of the operations, development,
training, and management of those services.

Performance
Are the performance characteristics of the cross-cloud commu‐
nications channels that will be required sufficient for the needs
of the application? Will this remain true as your application
scales?

Data bandwidth
Transferring data into and out of a cloud provider costs money;
therefore, transferring data from one cloud provider to another
costs money. Have you architected a system that minimizes the
need to send large quantities of data between cloud providers? If
you are transferring data between providers, have you incorpo‐
rated the costs, both real costs and performance costs, of those
data transfers?

Architecting a polycloud application takes additional architecture
knowledge, expertise, experience, and planning beyond the normal
cloud application architecture needs. Make sure before you consider
an intentional polycloud application architecture decision that you
have considered all the architectural impacts. This includes the
advantages that are driving you toward this potential strategy, along
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with the potential costs and disadvantages, both visible and hidden,
of implementing such a strategy.

Future of Polycloud
In the early days of the cloud, AWS ruled most of the cloud-
computing world and provided most of the cloud opportunities. As
time has gone on, both GCP and Microsoft Azure, along with IBM
and other cloud providers, have gained market share and become a
larger part of the overall cloud market.

As a result, using multiple cloud providers in simple applications is
becoming significantly more practical. Additionally, as competitive
pressures have mounted, differentiation in cloud services is increas‐
ing and becoming more important. When we last looked, AWS had
more than two hundred distinct and unique cloud services, many of
them providing a high degree of specialization.

The natural result is that the use of differentiated services will
expand, and hence polycloud architectures will become more preva‐
lent. This is normal and good for the industry, and good for con‐
sumers of the cloud.

Understanding polycloud—what it looks like, how you get there,
and the decisions you make along the way—is a critical aspect of
determining your cloud strategy for modern applications.
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